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	AXIS 
	Telephone: (678) 746-9000

	10000 Avalon Blvd., Suite 200
	Toll-Free: (866) 259-5435

	Alpharetta, GA 30009
	Facsimile: (678) 746-9315

	Website: www.axiscapital.com/en-us/insurance/us#professional-lines


ABOUT THIS APPLICATION
· The term “Applicant," herein shall mean corporations, organization or other entities, including subsidiaries and employee benefit plans subject to ERISA, proposed for this insurance. All responses shall be deemed made on behalf of all proposed insureds.
· This Application and all materials submitted herewith shall be held in confidence.

· The submission of this Application does not obligate the Applicant to buy insurance nor is the Underwriter obligated to sell insurance or to offer insurance upon any specific terms requested.

· If the bond applied for is issued, this Application, which shall include all Supplemental Applications and material and information submitted in connection with this Application, will be deemed attached to and will form a part of the bond.

INSTRUCTIONS
· Respond to all questions completely, leaving no blanks. Check responses when requested. If any question does not apply, explain why.
· If space is insufficient, continue responses on your letterhead.

· This Application must be completed, dated, and signed by an authorized officer of the entity identified in the section entitled "Applicant Information" below.

	APPLICANT INFORMATION


	Applicant Entity Name
	<click to enter text> FILLIN   \* MERGEFORMAT 

	Mailing Address
	<click to enter text>

	Primary Website (if applicable)
	<click to enter text>

	NAICS Code:
	<click to enter text>

	State of Incorporation
	<click to enter text>

 FILLIN   \* MERGEFORMAT 

	Date Established
	<click to enter text>

	Annual Revenues
	<click to enter text>


On a separate sheet of paper titled Schedule A, please list out additional named insureds, including the Applicant’s sponsored employee benefit plans. Please include the percent of ownership, nature of business, number of employees and whether the employees are included in the overall employee count.  
	INSURANCE LINES OF BUSINESS


Please identify the Applicant’s principal lines of business: 




<click to enter text>
	COVERAGE REQUESTED


1. 
Bond Period: From: <click to enter date> To: <click to enter date>. 
(Both dates at 12:01 a.m. standard time at the Insured’s address)
2. 
Please check the boxes below for any coverages that the Applicant is requesting and indicate the requested limit and deductible:
	Coverage Part
	Requested Insuring Agreement Limit of Liability
	Requested Deductible

	
	Fidelity
	$<click to enter text>
	$<click to enter text>

	
	On Premises
	$<click to enter text>
	$<click to enter text>

	
	In Transit
	$<click to enter text>
	$<click to enter text>

	
	Forgery or Alteration
	$<click to enter text>
	$<click to enter text>

	
	Securities
	$<click to enter text>
	$<click to enter text>


3.
Please list out any additional coverages the Applicant requests on a separate sheet of paper, including the limit of liability and deductible.
	LOCATIONS AND EMPLOYEES


1. 
Please complete the chart below with respect to the Applicant’s employees and locations.
	Employees/Locations
	Number of 

	Salaried officers, employees, retained attorneys and persons provided by employment contractors
	<enter #>

	Locations (other than the Home Office of the first Named Insured) in the U.S., Canada, Puerto Rico and Virgin Islands
	<enter #>

	Locations in the U.S. and Canada, where non-insurance operations are conducted
	<enter #>

	Locations outside of the U.S. and Canada, where insurance and non-insurance operations are conducted
	<enter #>


2.
Please list below the locations outside of the U.S. and Canada:

	Locations

	<click to enter text>

	<click to enter text>

	<click to enter text>

	<click to enter text>

	<click to enter text>

	<click to enter text>


	ASSETS


Please complete the chart below.

	
	Total Assets

	As of latest December 31st
	<click to enter amount>

	As of latest June 30th 
	<click to enter amount>


	AUDITING PROCEDURES


1.
Do all Applicants have an annual audit by an independent certified public accountant (CPA)?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

If Yes, is it a complete audit made in accordance with generally accepted auditing standards and so certified?



 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

If No, please explain the scope of the CPA’s examination:                                                      <click to enter text>
2.
Have any material weaknesses or significant deficiencies in internal controls been reported in connection with the most recent CPA audits of the Applicant’s financial statements?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

If Yes, attach all management letters and management’s response.
3.
Does the Applicant have an internal audit function completely separate from its operating departments?





 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

If Yes, please provide the following information:


a.
Who performs this functions:


(1)   Employees 
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No


       If Yes, please provide the number of Employees:                                                               <click to enter text>


(2)   Third Party 
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No


        If Yes, please provide the number of Third Parties:                                                            <click to enter text>

b. 
Does the scope of the internal audit function cover all Applicants and all locations? 
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
If No, attach full details as to why. 

c.  
Are there follow-up audits where previous audits have found weaknesses in internal controls?  
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
d.
Do branch office and subsidiary audits include a check of the date that premiums were paid against daily reports to make sure branch employees are not holding back premiums to cover shortage or misappropriation? 















 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
	GENERAL CONTROLS


1. 
Are bank accounts reconciled by someone not authorized to deposit or withdraw?




 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

2.
Is countersignature of checks required?















 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

If No, please explain why: 

















<click to enter text>
3.
Is there a formal program requiring the segregation of duties, so that no single transaction can be fully controlled from 
origination to posting by one person? 















 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

4.
Are all employees required to take at least one consecutive week of vacation each year and are they prohibited from 
accessing their work stations during the vacation period? 










 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

5.
Are all accounts (including suspense accounts) reconciled at least monthly by individuals who have no authority to 
post transactions to the accounts?  
















 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

6.
Which of the following methods are used by the Applicants’ banking institution to confirm the authenticity of internal electronic funds transfer requests initiated by telephone, telefacsimile (fax) machine, email or electronic banking system:


a.
Callbacks to a predetermined telephone number or an individual other than the initiating party?  
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No



b.
Callbacks using voice recognition verification?







 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

c.
Callbacks using Test Keys, Passwords, or PIN’s?






 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

d.
Secondary Email verification from an individual other than the initiating party? 



 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

e.
Dual Signature on all written instructions? 







 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

f.
Electronic banking application input using any of the following controls: 



(1)   Dual authorization (or higher)? 








 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No


(2)   Digital certificates? 










 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No


(3)   Token cards?










 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No


(4)   Multifactor authentication? 









 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No


(5)   Prompt removal of individuals no longer authorized to input?
 




 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
	PURCHASING CONTROLS


1. 
Are all expense bills, for all Applicants and locations, duly approved and properly vouchered before payment is 
authorized or made?



















 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

2.
Are vendors, attorneys, general adjusters and salvage firms that are used for claim handling, formally investigated as 
to financial stability and reputation with services obtained only from those on the approved list?

 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
3.
Are invoices matched with purchase orders and receiving data prior to a payment being generated?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
	CLAIMS CONTROLS


1. 
Is the signature (manual or electronic) approval of a claims adjuster required prior to the processing of a claim for 
payment?






















 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
2. Do all claim payments require approval by a second level of authority prior to a disbursement ? 

 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
If No, please outline on a separate page as an attachment which dollar amounts don’t require another level of review and any processes in place to monitor for potential irregularities in claim payments by individual adjuster. 
3.
Do the duties of claim supervisors include:


a.
The review of all claim files over a certain dollar amount?










 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No


b.
The approval for payment of all claims over a certain dollar amount?







 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No


If Yes, please specify the dollar amount? 










$<click to enter amount>

c.
The approval of the provision of outstanding claims at the end of the fiscal year?




 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

d.
Overall control of the claims adjusting of all lines Insured? 









 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No


e.
The handling of salvage and recoveries?






 






 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

4.
Is the claim file presented as supporting documentation when claim checks, drafts, or electronic funds transfer requisitions are approved and signed, as applicable?







 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
5.
Does any Applicant use Third Party Administrators to provide claim adjustment services?


 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

If Yes, please attach a list specifying by whom such services are provided.  

6.
If Yes to 5. above, please answer the following questions:


a.
Does the Applicant perform Third Party Administrator audits on a regular basis? 



 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

b.
Are follow-up audits performed where previous audits have discovered error or irregularities? 

 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
	HUMAN RESOURCES AND PAYROLL


Are the following policies and procedures in place in each business unit for all applicants for employment, whether performed in-house or outsourced?

1.
Reference checks with all prior employers during the last 5 years:
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

2. 
Credit checks for all financially sensitive positions:
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
3. 
Criminal history record checks in all jurisdictions in which the prospective employee has lived for the last 5 years:




 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
	COMPUTER CONTROLS


For the Computer Systems the Applicant operates or to which the Applicant controls access, whether owned or leased by the Applicant or housed and maintained by a third party service provider, complete the following:
1. 
Number of independent software contractors authorized to design, implement or service programs for the Applicant’s Systems:                                                                                                                                             <click to enter text>
2. 
How often are employees required to change their computer passwords?                                        <click to enter text>
3. 
Is access to the Applicant’s Systems by customers, agents, brokers or other outside parties permitted?  FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
If Yes, please provide answers to the following questions:


a. 
Describe how the Applicant verifies the identity and accesses authority of the outside parties (customers, 
contractors, vendors, etc.):
















<click to enter text>

b. 
Describe how the Applicant controls access by outside parties (passwords, biometrics, etc):
<click to enter text>

c. 
Does the Applicant require two factor authentications for access by outside parties?   



 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
4. 
Does the Applicant provide employees with remote access to the Applicant’s computer systems? 

 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
If Yes, please provide answers to the following questions:  
a. 
Describe how the Applicant verifies the identity and access authority of employees working remotely:


























<click to enter text>
b. 
Does the Applicant require two factor authentications for access by outside parties? 



 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
5. 
Does the Applicant change passwords when employees leave the company?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
6. 
Is transmitted data encrypted?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
7. 
Does the Applicant utilize port security that detects unusual activity?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
8. 
Does the Applicant have written guidelines for employees regarding internet usage?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
9. 
Is the Applicant’s computer system protected by firewalls?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
10. 
Does the Applicant use intrusion detection software?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
11. 
Does the Applicant use anti-virus software?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
12. 
Does the Applicant backup its computer date?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
13. 
Does the Applicant have security audits on its computer systems performed on a regular basis?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
14. 
Has the Applicant’s computer system ever been invaded by a hacker, interloper or virus?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
15. 
Please provide details and describe what controls have been implemented to prevent attacks in the future:



                                                                                                                                                   <click to enter text>
16. 
Does the Applicant have increased controls for privileged access?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

If Yes, please describe:                                                                                                                      <click to enter text>
17.
How often does the Applicant update and/or patch its computer system theft prevention software (i.e. anti-virus software, intrusion detection software, firewall, etc.)?                                                                         <click to enter text>
	GENERAL FUNDS TRANSFER AND PAYMENT CONTROLS


1. 
Has the Applicant received one or more fraudulent funds transfer requests over the past 24 months?
   FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

If Yes, please specify the number and circumstances: 










<click to enter text>
2. 
Has the applicant provided awareness training and anti-fraud training, including, but not limited to social engineering, phishing and other scams?                                        
   FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
3. 
Does the Applicant maintain a pre-established list of employees authorized to transfer the Applicant’s own funds or initiate payments, when such request is from an internal company source (i.e. another employee, officer, subsidiary, location or business unit)?       
   FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
If Yes, please provide their positions and titles:                                                                                 <click to enter text>
4. 
Can wire transfers of the Applicant’s own funds be requested by employees through email or over the phone? 


























 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

If Yes, please describe the approval process and documentation requirements employed by the Applicant to verify the

accuracy and legitimacy of such request:                                                                                         <click to enter text>
5. 
Are approvals of at least two authorized employees required in order to release funds on behalf of the Applicant for any funds transfer requests involving:


a. 
A dollar amount over a specified threshold? 
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No


If Yes, what is the threshold?                                                                                                      <click to enter text>

b.
A new bank and/or account number?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

c.
Funds transfers to countries outside of the United States of America?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
6. 
Do all banking platforms used by the Applicant to process fund transfer requests require multi-factor authentication to gain access to the platform?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
7. 
When the Applicant receives a request from a vendor to change vendor account information (including routing numbers, account numbers, telephone numbers and contact information) does the Applicant confirm the request for such changes:


a.
By a direct call using only the contact number preciously provided by the vendor before the request was 
received? 
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

b. 
With an individual (at the Vendor) other than the individual who requested the change? 
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
8. 
Does the Applicant require review of all changes to vendor/supplier records by a supervisor or next-level approver before any change to the record is processed?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
9. 
If “No” to questions 7 or 8 above, please describe the method by which any change to vendor/supplier data is screened and verified by the Applicant?                                                                                            <click to enter text>
10. 
With respect to a request to transfer customer funds, is there a formal written policy requiring segregation of duties so that no single transaction can be fully controlled from origination to posting by one person?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
11. 
Does the Applicant accept funds transfer instructions, requests to link or grant access to customer’s external accounts, or change contact information of a customer over the telephone, email, text message or similar means of communication?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
12. 
If Yes to question 11 above, does the Applicant authenticate these requests with one of the following:


a.
Using voice authentication technology? 
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

b.
Calling the customer at a predetermined telephone number? 
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

c. 
Sending a text message to a predetermined cellular number? 
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

d.
Some other method or combination or methods?  If Yes, please attach a description.
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

e.
None, no authentication is performed? 
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
13. 
Are all funds transfer requests reconciled daily?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
14.
Are all funds transfers reconciled by a designated person who is not the person authorized to make the request?




 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
	REGULATORY/MANAGEMENT/OWNERSHIP INFORMATION


1.
Has there been any disciplinary action taken against any Applicant during the previous three years by any regulatory authority, including any consent, disciplinary, enforcement, or cease and desist orders, or similar agreements or restrictions?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

If Yes, please attach full details.

2.
During the past 3 years has there been a change in ownership of any Applicant or of the controlling holding company that resulted in a change in ownership of 10% or more of the outstanding voting stock?  
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

If Yes, please attach full details.

3.
Has the Applicant made any acquisitions within the past 24 months? 
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

If Yes, please attach full details.
4.
Does any Applicant anticipate in the next twelve months establishing or entering into any ventures or services unrelated to those currently pursued?   
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No

If Yes, please attach full details.

	CANCELLATION


Has any insurance been declined or canceled during the past three years?
 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
If Yes, please explain:                                                                                                                               <click to enter text>
(NOT APPLICABLE IN MISSOURI)
	LOSS HISTORY


During the past 3 years, from mm/dd/yyyy to mm/dd/yyyy, have there been any losses, whether reimbursed or not, involving or potentially involving a peril of the type covered by the Insurance for which the Applicant is applying for? 




 FORMCHECKBOX 
 Yes   FORMCHECKBOX 
 No
If Yes, provide details under a separate sheet of paper.  
	REPRESENTATIONS AND SIGNATURE


The undersigned authorized officers of the Applicant, on behalf of all persons and entities proposed for coverage, declares after reasonable inquiry that the statements set forth herein and in all attachments are true. The undersigned authorized officers agree that if the information supplied on this Application changes between the date of this Application and the effective date of the insurance, they shall, in order for the information to be accurate on the effective date of the insurance, immediately notify the Underwriter of such changes, and the Underwriter may withdraw or modify any outstanding quotations or authorizations or agreements to bind the insurance.

Signing of this Application does not bind the Applicant or the Underwriter to complete the insurance contract, but it is agreed that this Application shall be the basis of the contract should a bond be issued, and it will be attached to and become part of the bond.

All written statements and materials furnished to the Underwriter in conjunction with this Application are hereby incorporated by reference into this Application and made a part hereof.
	WARNING

Any person who, with intent to defraud or knowingly facilitates a fraud against the underwriter, submits an application or files a claim containing a false or deceptive statement may be guilty of insurance fraud. 


This Application must be signed by the Applicant’s President, General Partner, Chief Executive Officer, Chief Financial Officer, or In-House General Counsel, or their functional equivalent, unless the Underwriter instructs the Applicant otherwise.

	<click to enter text>
	

	Name (type or print)
	Name (signature)

	<click to enter text>
	<click to enter date>

	Title 
	Date


To Be Completed By Producers Only:

	RETAIL PRODUCER
	WHOLESALE PRODUCER

	Producer Name:

City, State:

Telephone No.:

License No.:
	<click to enter text>
<click to enter text>
<click to enter text>
<click to enter text>
	Producer Name:

City, State:

Telephone No.:

License No.:
	<click to enter text>
<click to enter text>
<click to enter text>
<click to enter text>


Producer signature: 

STATE FRAUD STATEMENT

ALABAMA

Any person who knowingly presents a false or fraudulent claim for payment of a loss or benefit or who knowingly presents false information in an application for insurance is guilty of a crime and may be subject to restitution fines or confinement in prison or any combination thereof.

ARKANSAS

Any person who knowingly presents a false or fraudulent claim for payment of a loss or benefit or knowingly presents false information in an application for insurance is guilty of a crime and may be subject to fines and confinement in prison.

COLORADO

It is unlawful to knowingly provide false, incomplete, or misleading facts or information to an insurance company for the purpose of defrauding or attempting to defraud the company. Penalties may include imprisonment, fines, denial of insurance and civil damages. Any insurance company or agent of an insurance company who knowingly provides false, incomplete, or misleading facts or information to a policyholder or claimant for the purpose of defrauding or attempting to defraud the policyholder or claimant with regard to a settlement or award payable from insurance proceeds shall be reported to the Colorado division of insurance within the department of regulatory agencies.

DISTRICT OF COLUMBIA

Warning: It is a crime to provide false or misleading information to an insurer for the purpose of defrauding the insurer or any other person. Penalties include imprisonment and/or fines. In addition, an insurer may deny insurance benefits if false information materially related to a claim was provided by the applicant.

FLORIDA

Any person who knowingly and with intent to injure, defraud, or deceive any insurer  files a statement of claim or an application containing any false, incomplete or misleading information is guilty of a felony of the third degree.

KANSAS

A “fraudulent insurance act” means an act committed by any person who, knowingly and with intent to defraud, presents, causes to be presented or prepares with knowledge or belief that it will be presented to or by an insurer, purported insurer, broker or any agent thereof, any written electronic, electronic impulse, facsimile, magnetic, oral, or telephonic communication or statement as part of, or in support of, an application for the issuance of, or the rating of an insurance policy for personal or commercial insurance, or a claim for payment or other benefit pursuant to an insurance policy for commercial or personal insurance which such person knows to contain materially false information concerning any fact material thereto; or conceals, for the purpose of misleading, information concerning any fact material thereto.

KENTUCKY

Any person who knowingly and with intent to defraud any insurance company or other person files an application for insurance containing any materially false information, or conceals, for the purpose of misleading, information concerning any fact material thereto commits a fraudulent insurance act, which is a crime.

LOUISIANA

Any person who knowingly presents a false or fraudulent claim for payment of a loss or benefit or knowingly presents false information in an application for insurance is guilty of a crime and may be subject to fines and confinement in prison.

MAINE

It is a crime to knowingly provide false, incomplete or misleading information to an insurance company for the purpose of defrauding the company. Penalties may include imprisonment, fines or a denial of insurance benefits.

MARYLAND

Any person who knowingly or willfully presents a false or fraudulent claim for payment of a loss or benefit or who knowingly or willfully presents false information in an application for insurance is guilty of a crime and may be subject to fines and confinement in prison.

NEW JERSEY

Any person who includes any false or misleading information on an application for an insurance policy is subject to criminal and civil penalties.

NEW MEXICO

Any person who knowingly presents a false or fraudulent claim for payment of a loss or benefit or knowingly presents false information in an application for insurance is guilty of a crime and may be subject to civil fines and criminal penalties.

NEW YORK

Any person who knowingly and with intent to defraud any insurance company or other person files an application for insurance or statement of claim containing any materially false information, or conceals for the purpose of misleading, information concerning any fact material thereto, commits a fraudulent insurance act, which is a crime, and shall also be subject to a civil penalty not to exceed five thousand dollars and the stated value of the claim for each such violation.

OHIO

Any person who, with intent to defraud or knowing that he is facilitating a fraud against an insurer, submits an application or files a claim containing a false or deceptive statement is guilty of insurance fraud.

OKLAHOMA

WARNING: Any person who knowingly, and with intent to injure, defraud or deceive any insurer, makes any claim for proceeds of an insurance policy containing any false, incomplete or misleading information is guilty of a felony.

OREGON

Any person who knowingly presents a false or fraudulent claim for payment of a loss or benefit or knowingly presents materially false information in an application for insurance may be guilty of a crime and may be subject to fines and confinement in prison.

In order for us to deny a claim on the basis of misstatements, misrepresentations, omissions or concealments on your part, we must show that:

A.
The misinformation is material to the content of the policy;

B.
We relied upon the misinformation; and

C.
The information was either:

1.
Material to the risk assumed by us; or

2.
Provided fraudulently.

For remedies other than the denial of a claim, misstatements, misrepresentations, omissions or concealments on your part must either be fraudulent or material to our interests.

With regard to fire insurance, in order to trigger the right to remedy, material misrepresentations must be willful or intentional.

Misstatements, misrepresentations, omissions or concealments on your part are not fraudulent unless they are made with the intent to knowingly defraud.

PENNSYLVANIA

Any person who knowingly and with intent to defraud any insurance company or other person files an application for insurance or statement of claim containing any materially false information or conceals for the purpose of misleading, information concerning any fact material thereto commits a fraudulent insurance act, which is a crime and subjects such person to criminal and civil penalties.

PUERTO RICO

Any person who knowingly and with the intention of defrauding presents false information in an insurance application, or presents, helps, or causes the presentation of a fraudulent claim for the payment of a loss or any other benefit, or presents more than one claim for the same damage or loss, shall incur a felony and, upon conviction, shall be sanctioned for each violation with the penalty of a fine of not less than five thousand dollars ($5,000) and not more than ten thousand dollars ($10,000), or a fixed term of imprisonment for three (3) years, or both penalties. Should aggravating circumstances be present, the penalty thus established may be increased to a maximum of five (5) years, if extenuating circumstances are present, it may be reduced to a minimum of two (2) years.

RHODE ISLAND

Any person who knowingly presents a false or fraudulent claim for payment of a loss or benefit or knowingly presents false information in an application for insurance is guilty of a crime and may be subject to fines and confinement in prison.

TENNESSEE

It is a crime to knowingly provide false, incomplete or misleading information to an insurance company for the purpose of defrauding the company. Penalties include imprisonment, fines and denial of insurance benefits.
VERMONT

Any person who knowingly presents a false statement in an application for insurance may be guilty of a criminal offense and subject to penalties under state law.
VIRGINIA

It is a crime to knowingly provide false, incomplete or misleading information to an insurance company for the purpose of defrauding the company. Penalties include imprisonment, fines and denial of insurance benefits.

WASHINGTON

It is a crime to knowingly provide false, incomplete or misleading information to an insurance company for the purpose of defrauding the company. Penalties include imprisonment, fines and denial of insurance benefits.
WEST VIRGINIA

Any person who knowingly presents a false or fraudulent claim for payment of a loss or benefit or knowingly presents false information in an application for insurance is guilty of a crime and may be subject to fines and confinement in prison.
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