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AXIS Pre-Approved Vendor Panel 

AXIS Incident Commander is a complimentary rapid triage and support resource for AXIS primary cyber insurance 
policyholders that will help them to navigate a cyber incident. Customers and/or brokers can contact Incident Commander 
24/7 for technical support and guidance by calling +1-844-IC4-AXIS (+1-844-424-2947) or email IC@axiscapital.com.

While not mandatory, the Incident Commander can expedite contact to the following pre-approved vendors and providers.

 
 

 

Borden Ladner Gervais LLP 
BLGBreachResponse-National@blg.com 
(833) 467-6376 
www.blg.com/en/services/practice-areas/cybersecurity- 
privacy-data-protection 

 
 

 

Stroz Friedberg 
incidentresponse@strozfriedberg.com 
(877) 363-3140 
https://www.strozfriedberg.com 

 
 

 

Norton Rose Fulbright Canada LLP 
NRFC.Breach@nortonrosefulbright.com 
(866) 273-2249 
www.nortonrosefulbright.com/en-ca/services/172fd60c/ 
cybersecurity-and-data-privacy 

 
 

 

Charles River Associates 
Incident.Response@crai.com 
(800) 743-5987 
www.crai.com/services/information-security-and-privacy 

 
 

 

Asceris 
IncidentResponse@asceris.com 
(833) 212-9285 
www.asceris.com 

 
 

 

Fasken Martineau DuMoulin LLP 
IncidentResponse@fasken.com 
(844) 200-7505 
www.fasken.com 

 
 

 

Arete 
Arete911@AreteIR.com 
(866) 210-0955 
www.areteir.com 

Breach & Privacy Attorney

Forensic & Ransomware Services 

This material is provided for informational purposes only and is not an offer to sell, or a solicitation to buy, any particular insurance product or service for a 
particular insured. It is intended for licensed insurance professionals. The services and service providers discussed in this document are suggested as risk 
mitigation and incident response resources. Use of AXIS Incident Commander does not constitute advice of any kind, and use of any service provider does 
not guarantee the performance or quality of the services provided, including the avoidance of loss, the fulfilment of any obligations under any contract 
or compliance with any law, rule or regulation. AXIS is not responsible for the effectiveness of a cyber risk management program and encourages each 
policyholder, together with advice from their professional insurance advisor, to perform its own independent evaluation of any service provider as part of its 
overall risk management strategy.
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